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About your team:
Safer Neighbourhood Teams work with local people and partners to identify, tackle and solve issues that matter to the community where you live.

Making neighbourhoods safer by cutting day to day crime and anti-social behaviour is at the heart of keeping people in West Mercia safe.  Thanks to an investment in mobile tablet style computers, these will enable officers to spend more time on patrol on the street and in neighbourhoods.

Officers will continue to come to people when they need them and provide a high quality service however you contact us - in person (on the street, at community bases and at partners and communities together [PACT] meetings), on the phone or online.
	Where we work:
Leominster SNT is based at Enterprise Way, Enterprise Park, Leominster, HR6 0LZ.

We work around the areas of:

Leominster, Ivington, Brierley, Brimfield, Little Hereford, Orleton, Ashton, Eye, Middleton-on-the-Hill, Kimbolton, Leysters, Byton,
Moreton, Luston, Norton, Yarpole, Eyton, Yatton, Kingsland, Wigmore, Aymestrey, Leintwardine, Kinsham, Lingen, Willey, Combe Moor, Combe,
Burrington, The Hundred, Richards Castle, Lucton, Leinthall Starkes, Leinthall Earls, Elton, Walford, Brampton Bryan, Downton, Byton,
Adforton, Leintwardine, Burrington, Stapleton,


	
Get in touch
(
101 to talk to your local SNT or report a crime.
(
Leominster.snt
@westmercia.pnn.police.uk

(
www.westmercia.police.uk
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@NHfdShireCops
Only call 999 in an emergency, when a crime is in progress or life is in danger.


Your team:
	[image: image3.jpg]


COLIN SMITH (SERGEANT)
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ANGIE HULL (CONSTABLE)
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PETE KNIGHT (PCSO)
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GARETH MADDOX (PCSO)
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ADAM MICHNIOK (PCSO)


	


For November 2015:
	You said your priority was:
	Anti social behaviour in Gas Works, Central, Etnam St, Spar Car parks. Vehicles congregating within the car parks, causing anti social behaviour and leaving litter.

	Date set:
Date completed:
	01/08/2014
01/12/2015

	We undertook:
	· High visibility patrols by the safer neighbourhood team with a view to disrupting this behaviour, identifying persons responsible and dealing with them accordingly.
· Several council exclusion letters from the car parks have been served on drivers, conducting the above behaviour.
· Update 03/12/2015
· SNT have continued to patrol and monitor the areas concerned and will continue to deal with those individuals concerned by way of warning letters.

	You said your priority was:
	Anti Social Behaviour and Criminal Damage to properties on the Barons Cross Estate, Leominster

	Date set:
	01/10/2014

	We have undertaken:
	· High visibility patrols conducted by the Safer Neighbourhood Team.
· House to House surveys conducted by the Safer Neighbourhood Team in the area.
     Update 03/12/2015
    Further reports of criminal damage have been received from the Estate. SNT continue to actively patrol the area. SNT will continue to deal robustly with individuals causing ASB and Criminal Damage.



The West Mercia Police area and especially North Herefordshire remains low crime.  That said a number of incidents have occurred during the month and I would ask you to have a look at these to see if you could help with any information which may assist us in bringing the offenders to justice. Let me know if you need any crime prevention advice.  

For daily updates on incidents in your area register for our Dotmailer service via www.westmercia.police.uk.

Should you wish to review crime and anti-social behaviour trends in your area over a longer period this can be done by visiting www.police.uk.  

Leominster

Criminal damage – Sometime between 20:00 06/11/2015 and 15:00 07/11/2015 damage has been caused to the wing mirror of a car parked in Church Street. Incident 450S 071115.

Criminal damage – Sometime between 21:30 10/11/2015 and 00:30 11/11/2015 damage has been caused to the door of a property in Footway Croft whereby glue has been put into the lock. Incident 17S 111115.

Criminal damage – Sometime between 17:00 05/11/2015 and 13:00 11/11/2015 damage has been caused to a car parked in Church Street whereby a wing mirror has been broken off. Incident 567S 111115.

Theft – Four chainsaws and a hedge cutter have been stolen from a commercial vehicle which was parked at a property on Barons Cross Road. This occurred sometime between 12:00 and 13:10 on 24/11/2015. 
Brimfield

Burglary – Sometime between 14:45 and 23:15 on 07/11/2015 an unoccupied property in Church Road was broken into. Offender(s) have gained entry through a rear set of patio doors and have stolen items of jewellery from inside the property. Incident 176S 081115.
Burglary – A shipping container at a property in Brimfield was broken into sometime between 09:00 14/11/2015 and 13:00 22/11/2015. Offender(s) have gained entry by breaking the locks and a number of items were stolen from within. Incident 372S 221115.

Leinthall Starkes

Theft – A trailer was stolen from outside a property sometime between 15:00 25/10/2015 and 15:00 30/10/2015. Access to the area was gained via a nearby track where it is believed the trailer was lifted over a fence. Incident 415S 031115.

Brampton Bryan

Theft – Sometime between 16:00 and 17:00 on 26/11/2015, a number of tools were stolen from a workshop at a property in the Village. Incident 508S 271115.
If you have any information regarding any of the above you can contact Leominster Police on 101, in an emergency please dial 999. Please be aware that any information provided within this letter is to inform you of incidents of note and to request possible assistance. We do not wish to worry you in anyway. Any incidents stated are infrequent and spread about a wide area. Herefordshire is a safe place to live!
Here is some very useful information that has come via Hertfordshire Police.

The Little Book Of Big Scams
Our colleagues in the Metropolitan Police have recently updated their very helpful booklet “The Little Book Of Big Scams: Third Edition” and have kindly allowed us to share it with you.  The booklet highlights that prevention through awareness is a vital tool in combating scammers.  With a foreword by Esther Rantzen, the booklet contains ten “Golden Rules” to help you beat scammers, and goes on to provide details of a wide range of scams that have affected people in London (and across the UK) over recent years.  You can view a copy of the booklet at: www.herts.police.uk/pdf/little_book_big_scams_third_edition.pdf 
or via the link on the right-hand side of our web page: www.herts.police.uk/ProtectYourMoney
“Spoofing” – Don’t Trust Your Caller Display on Calls or Text Messages – especially from your bank!
Further to last month’s message concerning fraudsters using technology to imitate another phone number so that your caller display shows a number or name that is familiar to you, even if they are actually calling from somewhere else, we have been alerted to a small number of scams in Hertfordshire where fraudsters have sent spoofed text messages claiming to be from a bank. Because the victims hadn’t ever saved their bank’s number in their phone, the spoofed message has shown up in the same text string as legitimate messages from their bank. The victim has then rung the fraudster believing it to be their bank.
Buying Online – Watch Out For Phoney Websites – Use a “Who is” Search
Fraudsters have set up high specification websites advertising electrical goods and domestic appliances, which appear to be great value but do not exist. The fraudsters will request your card details via their website; however you will then receive an email stating the payment failed and you must pay via bank transfer.  The fraudsters reassure you by using the widely recognized Trusted Shop Trustmark, but they are using the Trustmark fraudulently and have not been certified by Trusted Shops and therefore the purchaser is not covered by the Trusted Shop money-back guarantee. 
Protect Your Money: 

· Check the authenticity of the websites before making any purchases. Conduct a ‘who is’ search on the website which will identify when the website was created, be wary of newly formed domains. You can conduct this search using the following website - https://who.is/
· Carry out online research in relation to the website, company name and address to identify any poor feedback or possible irregularities.

· Check the Trusted Shops Facebook page where warnings about websites using their Trustmark are published. If you are in doubt about the legitimacy of a Trustmark then you can contact Trusted Shops on 0203 364 5906 or by email service@trustedshops.co.uk  for confirmation.
· Payments made via bank transfer are not protected if you do not receive the item.  Always try to pay by PayPal or credit card which have some payment cover should you not receive your goods.

· If the item advertised seems too good to be true, then it probably is! 
Beware Scammers Claiming To Be The People’s Postcode LotterySeveral Hertfordshire residents have recently received letters claiming that they have won the People’s Postcode Lottery.  Please note that although there is a genuine People’s Postcode Lottery, you cannot win it unless you bought a lottery ticket prior to the draw.  Please be suspicious of any letters claiming that you have won a lottery of any kind, and do remember that you cannot win a lottery that you did not enter.
Beware Adverts Offering Health or Beauty Products
A Hertfordshire lady recently saw a pop up advert for a no risk trial for skin cream where the only cost was £4.50 for post and packing. She gave her credit card details, got the cream and was happy to pay £4.50. However, she noticed a charge for £80 on her credit card statement a few weeks later from the same company. It turned out that hidden away in the terms and conditions that unless the trial was cancelled, a further pot of cream would be sent every 30 days and a charge of £80 made until cancellation. The company is based abroad so it is difficult to make them comply with the law that says those charges must be made upfront before making the decision to transact. It is also difficult to stop those pop up adverts.

Protect Your Business Against Invoice Redirection Fraud
Several local businesses have lost considerable sums of money after their business was contacted by someone impersonating one of their suppliers informing them they had changed their bank details and requesting they amend their records.  Staff then arranged the next payment using the newly provided details. They were later contacted by the genuine supplier chasing payment, and the fraud came to light.
A variation of this crime involves an email impersonating a senior manager within a business asking finance staff to change bank details for a supplier or requesting a one-off urgent payment be made.

Protect Your Business

· Ensure all staff are aware of this type of fraud and they always double check any requests to change financial details.  Ensure the request is from the genuine supplier: contact them using established contact details on file or from their website, don’t reply using the details provided in the request.   Use both email and telephone in case one has been hijacked by fraudsters.

· Try to establish at least two points of contact with regular suppliers to check any issues that arise.
· Always review invoices and emailed payment requests to check for inconsistencies/errors e.g. misspelt company name or email address.

· Contact senders of larger invoices in advance of making payment to ensure details are correct.

· Consider what information is publically available about your business - is it really necessary to publish information that may be helpful to fraudsters?

· Never leave invoices unattended in the office or on a desk.

· Ensure your computer systems are secure and that anti-virus software is up to date.

· For more information about how to protect your business from crime, please visit our website: www.herts.police.uk/protectyourbusiness
Will You Be Christmas Shopping Online?...Don’t Get Conned Out Of Christmas!
Many Hertfordshire residents reported online shopping frauds during the Christmas Shopping period last year.  Our partners at GetSafeOnline have a campaign entitled “Don’t Get Conned Out Of Christmas!” which includes top tips for avoiding the scammers this Christmas.  Visit https://www.getsafeonline.org/ 

WEST MERCIA HORSE WATCH RUG PATCHES ARE NOW AVAILABLE!
  

  

Each patch is sized 3” x 3” and can be sewn (or glued) onto your rugs.  
  

  

We would ask for a minimum donation of £1 per patch as this will cover costs and allow us to continue funding the Horse watch scheme and events.                                                                                                 

  

  

  

WAYS TO PAY
  

  

PAYPAL – log in to PayPal and select the option for sending money to friends / family (as these are donations rather than fixed goods items).  Our PayPal email details are HorseWatch@westmercia.pnn.police.uk  Please provide your name as a reference.
  

  

CHEQUE 

– Cheques to be made payable to West Mercia Horse Watch and send to:  Lesley Williams (3214), West Mercia Police Headquarters, Hindlip Hall, PO Box 55, Worcester, WR3 8SP.
  

  

BANK PAYMENT – Submit donation to Account Number 47925860, Sort Code 30-66-77 and provide your name and ‘Rug Patch’ as reference.
  

  

ONCE YOU HAVE SUBMITTED YOUR DONATION PLEASE EMAIL US (HorseWatch@westmercia.pnn.police.uk) WITH YOUR NAME, ADDRESS AND METHOD OF PAYMENT USED, ALONG WITH THE NUMBER OF PATCHES YOU HAVE DONATED FOR.  ONCE DONATIONS HAVE BEEN RECEIVED, PATCHES WILL BE SENT OUT.
  

Fraudsters have set up a high specification website template advertising various electrical goods and domestic appliances. These goods are below market value and do not exist. The fraudsters will request your card details via the website; however the purchaser will then receive an email stating the payment failed and they must pay via bank transfer.

The fraudsters entice the purchaser and reassure them it is a legitimate purchase by using the widely recognised Trusted Shop Trustmark. The fraudsters are using the Trustmark fraudulently and have not been certified by Trusted Shops and therefore the purchaser is not covered by the Trusted Shop money-back guarantee. 

Protect yourself: 

· Check the authenticity of the websites before making any purchases. Conduct a ‘who is’ search on the website which will identify when the website has been created, be wary of newly formed domains. You can conduct this search using the following website - https://who.is/. 

· Carry out online research in relation to the website, company name and the business address provided to identify any poor feedback or possible irregularities. 

· Check the Trusted Shops Facebook page where warnings about websites using their Trustmark are published. If you are in doubt about the legitimacy of a Trustmark then you can contact Trusted Shops on 0203 364 5906 or by email service@trustedshops.co.uk. They will confirm whether they have certified that website. 

· Payments made via bank transfer are not protected should you not receive the item. Therefore always try to make the payment via PayPal or a credit card where you have some payment cover should you not receive your product. 

· If the item advertised seems too good to be true, then it probably is.  

If you believe that you have been a victim of fraud you can report it online http://www.actionfraud.police.uk/report_fraud or by telephone 0300 123 2040. 



Surgeries/Event with Leominster SNT:
(There will always be an intention to attend and support these events, however due to the nature of policing, attendance by a member of the Team is not always guaranteed)

                        Leominster Library, The Buttercross, Town Centre
07/12/2015 – 10:30-11:30

14/12/2015 – 10:30-11:30

21/12/2015 – 10:30-11:30

28/12/2015 – 10:30-11:30

Orleton Village Hall Coffee Morning

16/12/2015 - 10:30-11:30

Brimfield Village Hall Coffee Morning

17/12/2015 – 10:30 – 11:30
On behalf of Leominster Safer Neighbourhood Team may I wish you a happy and safe Christmas and New Year.

Regards,

Pete Knight

PCSO 6378

Leominster Safer Neighbourhood Team
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